The growth of digitalisation presents the possibility for Central Bank Digital Currency (CBDC) to emerge as a secure and efficient payment method. However, despite the benefits, CBDC implementation needs to be adapted to the capabilities and needs of each country. This study uses meta-strength, weakness, opportunity, and threat (meta-SWOT) analysis to assess the internal strengths and weaknesses, as well as the external opportunities and threats, to determine the most optimal CBDC design for emerging economies. In analysing internal aspects, CBDC allows for an efficient payment system, followed by a more effective monetary policy. Furthermore, the technology creates the possibility to boost financial inclusion and trace many illicit activities. However, to achieve that, high investment costs and privacy issues must be accommodated, followed by technological risks such as the digital divide and electrical outages. Turning to external aspects, growing technology, the network effect, enthusiasm for CBDC, and the impracticality of cash usage have become catalysts for CBDC development. Despite these opportunities, central banks should be wary of the threat of cyberattacks, quickening bank disintermediation, legal issues within their respective countries, and competition with private crypto companies. Altogether, the most optimal CBDC design in emerging economies is retail and wholesale coverage, interest-bearing (wholesale) and non-interest-bearing (retail) remuneration, account-based and token-based payment systems, a traceable degree of anonymity, hybrid architecture, a Decentralised Ledger Technology (DLT) ledger system, and domestic and cross-border scope. These results are supported by rigorous examination of global CBDC research and development.
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I. INTRODUCTION
Ubiquitous digitalisation provides an opportunity for CBDC to become a secure and efficient payment instrument. Broadly speaking, CBDC can encourage cooperation between central banks, private sector participations (PSPs), and other institutions to implement digital payments. On a broader
scale, the implementation of CBDC can also benefit the macroeconomy. In brief terminology, CBDC is a direct central bank liability in the form of digital currency. More than 60 central banks have a keen interest in CBDC development to unleash its potential and impose constraints, from the research stage to the launch stage. Aside from the central banks themselves, the Bank for International Settlements (BIS), International Monetary Fund (IMF), the World Economic Forum (WEF), World Bank, and other institutions are also involved in CBDC development, allowing it to reach a larger ecosystem.

Several lessons can be learned by countries considering implementing CBDC by observing the development of CBDC, including Indonesia, which has only released a conceptual design for CBDC implementation. For example, during the pilot stage, the central bank of Sweden encountered the lack of adequate technology, privacy concerns, and robustness of a legal basis for CBDC implementation. To that end, they have developed CBDC that is offline, incorporating balance capping and interest rate properties. With regard to offline payment possibilities, the central bank of Uruguay has proposed Unstructured Supplementary Service Data (USSD) from phone SIM cards as the medium of offline payment.

---
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However, some central banks are postponing their CBDC projects. For instance, the central bank of Denmark concluded that CBDC did not offer significant facilities that their existing payment infrastructure lacked. The same goes for Poland. Its central bank could not identify the consumer demand to justify CBDC development. In the same spirit, Ecuador, which already launched CBDC, is abandoning its development due to competition with private companies. Meanwhile, The Federal Reserve System in the United States is also taking a wait-and-see approach until the assessment of financial stability and cyber-attack risk is completed.

The phenomenon above shows that despite the benefits of CBDC implementation, central banks can not merely place CBDC on their priority agenda. The Centro de Estudios Monetarios Latinoamericanos (CEMLA) argues that there is no “one-size-fits-all” CBDC design, which implies that it needs to be adjusted to the capabilities and needs of each country. The role of central banks in CBDC must be clear, whether as operators or supervisors. Interoperability is a must, so it could be integrated with other entities, such as financial institutions. The implementation must also be reliable and resilient, with protection of user data. To that end, CBDC development is not a race or about careless implementation but rather about solving the current problem. Last but not least, CBDC should not denigrate monetary policy and financial stability, as well as be able to coexist with any means of payment, and promote broader innovation and efficiency.

---
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Despite the importance of CBDC, as mentioned in prior paragraphs, studies related to CBDC design are still few and have limited scope. For instance, Agur found that CBDC should fall between interest-bearing and noninterest-bearing depending on its network effect, whereas Zams et al. found that non-interest-bearing CBDC is the most optimal design. Both studies, however, only addressed the scope, remuneration, and possible characteristics of the CBDC design. Along the same lines, studies that used ledger systems and anonymity perspectives include those conducted by Allen et al. and Darbha and Arora. Meanwhile, the structural aspect of CBDC has been reported in Auer and Böhme. Later on, Kudrycki argues that CBDC must be properly designed so it can unify the distinction between the two. Given the gaps above, this study determines the optimal CBDC design in emerging economies using meta-SWOT analysis with a purposive sampling approach.

Emerging economies, including China, India, Indonesia, Malaysia, the Philippines, Thailand, and Vietnam, are included in the sample based on several considerations. First, emerging economies are expected to play an important role in international trade and finance, including global economic growth. Second, despite their potential, emerging economies’ payment systems still have limited financial inclusion and high transaction costs, especially for cross-border payments. The implementation of CBDC may be able to address these limitations. To that end, further discussion of CBDC implementation is appropriate since its technology has the possibility to solve many problems that occur in emerging economies.

---
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In short, the result of this study shows that optimal CBDC design properties for emerging economies are retail and wholesale coverage, interest and non-interest-bearing remuneration, account and token-based payment systems, a traceable degree of anonymity, hybrid architecture, a DLT ledger system, and both domestic and cross-border coverage. This study is divided into four chapters. The first chapter explains the foundational concept of this research. The second chapter consists of the data and methodology employed. The third chapter defines optimal CBDC design. Lastly, the fourth chapter presents the research conclusion, followed by policy implications and recommendations.

II. RESEARCH METHODOLOGY

II. A. Data
This research examines the optimal CBDC design using meta-SWOT analysis. Purposive sampling is used to extract certain CBDC development literature that discusses, including but is not limited to, motivation, design characteristics, macroeconomic implications, and lessons learned. To maintain their quality, the sample literature used in this study is indexed in Scopus. For the working paper, information is only extracted from credible institutions such as BIS, CEMLA, the Asian Development Bank (ADB), the European Central Bank (ECB), the World Bank, the Financial Stability Board (FSB), PricewaterhouseCoopers (PwC), Deloitte, and Ernst & Young (EY). To enrich the observation, several official webinars organised by prominent institutions (e.g., BIS) are used in this study. Though this study also uses news platforms as references, it will be limited to credible news outlets such as the Wall Street Journal and the Central Bank. Based on the availability of relevant information, the countries used in this study are limited to 23 nations, China, Canada, Sweden, the Bahamas, the USA, Switzerland, France, Canada, the Eastern Caribbean, Singapore, Thailand, Hong Kong, Japan, Uruguay, Denmark, Ecuador, Poland, England, Japan, Nigeria, Jamaica, Ghana, and Russia.

II. B. Methods
This study uses a meta-SWOT analysis to discern the research objectives. In general, a SWOT analysis divides information into internal aspects, e.g., strengths and weaknesses, and external aspects, such as opportunities and threats. For further observation, it is necessary to make an assessment to measure the contribution or influence of each criterion on each model. A standard SWOT, however, analysis cannot be used to measure the impact
of each aspect.\textsuperscript{26} Therefore, other studies or expert opinions can be used to determine the magnitude of the impact of internal and external aspects. With the formulation of the impact size, this research will adapt and modify the meta-SWOT analysis of Agarwal, as shown in Table 1 below.\textsuperscript{27}

\textbf{Table 1.}
\textbf{Scoring for SWOT Analysis}

<table>
<thead>
<tr>
<th></th>
<th>Internal Factors</th>
<th>External Factors</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Strengths</td>
<td>Weaknesses</td>
</tr>
<tr>
<td>Yes</td>
<td>+1</td>
<td>-1</td>
</tr>
<tr>
<td>Quasi Yes</td>
<td>+0.75</td>
<td>-0.75</td>
</tr>
<tr>
<td>Dependant</td>
<td>+0.5</td>
<td>-0.5</td>
</tr>
<tr>
<td>Quasi No</td>
<td>+0.25</td>
<td>-0.25</td>
</tr>
<tr>
<td>No</td>
<td>0</td>
<td>0</td>
</tr>
</tbody>
</table>

At the initial stage, the SWOT aspects of each CBDC design is outlined first. Then, each SWOT aspect is assessed as described in Table 1 above. If the characteristics of the CBDC model have absolute attributes that do not depend on other characteristics, in other words, strengthen the SWOT aspects, then the CBDC design will obtain a “Yes” attribute. For instance, despite the other chosen attributes, retail CBDC clearly supports financial inclusion. The “Quasi Yes” attribute is obtained if the CBDC characteristics support SWOT aspects but still have deficiencies in other aspects. For example, although traceable has a lower investment cost than anonymous, it is still inevitable that implementing CBDC can be considered a high-cost investment. The “Dependant” attribute will be assigned if the CBDC characteristics support SWOT aspects but are highly dependent on other aspects. To illustrate, the investment cost of retail CBDC depends on its anonymity because traceable CBDC has a lower cost than anonymous CBDC. The “Quasi No” attribute will be assigned if the CBDC characteristics do not really support the SWOT aspect in question but still have a slight impact on it. One example is the interaction between account-based CBDC and financial inclusion. Compared with token-based CBDC, which allows for implementing offline modes, account-based CBDC relies on the Internet and limits coverage in remote areas. However, despite that disadvantage, it still contributes to financial inclusion, though it loses


out to token-based coverage. Lastly, “No” attributes will be assigned if the characteristic does not support the respective SWOT aspect. Suppose that anonymous CBDC was compared with privacy loss, the score would be “No” because anonymous CBDC does not expose any transaction information, thus leading to no privacy loss.

### Table 2. General SWOT Matrix

<table>
<thead>
<tr>
<th>CHARACTERISTICS</th>
<th>A</th>
<th>B</th>
<th>C</th>
<th>D</th>
<th>E</th>
<th>F</th>
<th>G</th>
</tr>
</thead>
<tbody>
<tr>
<td>A1</td>
<td>X A2</td>
<td>X B1</td>
<td>X B2</td>
<td>C1</td>
<td>C2</td>
<td>D1</td>
<td>D2</td>
</tr>
<tr>
<td>S</td>
<td>X</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>...</td>
<td>X</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Sn</td>
<td>X</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>...</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>SWOT ASPECTS</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>S1</td>
<td>X _XS11A</td>
<td>X _XS12A</td>
<td>...</td>
<td>X _XS12G</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>...</td>
<td>X _XS21A</td>
<td>X _XS22A</td>
<td>...</td>
<td>X _XS22G</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>...</td>
<td>...</td>
<td>...</td>
<td>...</td>
<td>...</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Sn</td>
<td>X _XSn1A</td>
<td>X _XSn2A</td>
<td>...</td>
<td>X _XSn2G</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Total</td>
<td>X1A</td>
<td>X2A</td>
<td>X1B</td>
<td>X2B</td>
<td>X1C</td>
<td>X2C</td>
<td>X1D</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Coverage:</th>
<th>Remuneration:</th>
<th>Payment System:</th>
<th>Degree of Anonymity:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Architecture:</td>
<td>Ledger System:</td>
<td>Scope:</td>
<td></td>
</tr>
<tr>
<td>E1: Indirect</td>
<td>F1: Centralized Ledger Technology (CLT)</td>
<td>G1: Domestic</td>
<td></td>
</tr>
<tr>
<td>E2: Direct</td>
<td>F2: Decentralised Ledger Technology (DLT)</td>
<td>G2: Cross-border</td>
<td></td>
</tr>
<tr>
<td>E3: Hybrid</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Source: Constructed by author
After analysing each SWOT aspect of each CBDC characteristic, the scores are accumulated vertically for each characteristic. This aims to determine the most optimal CBDC design for developing countries. For example, in terms of CBDC coverage, the score for the retail aspect is higher than the score for the wholesale aspect. Thus, it can be concluded that a CBDC design with a focus on retail coverage is the most optimal choice. However, if there is an equal score between retail and wholesale CBDC designs, then both should be implemented simultaneously.

III. RESULTS AND ANALYSIS
III. A. SWOT Analysis of CBDC

III. A.1. Strengths Aspect

III. A.1.i. Payment Efficiency

CBDC is endorsed largely due to its payment efficiency. He et al. argue that CBDC technology allows rapid and secure cross-border settlement. A transaction costs encourages greater household consumption. Due to CBDC’s peer-to-peer nature, settlements can become nearly-instant and be continuously available. Also, CBDC definitely facilitates quicker, cheaper, transparent, and more inclusive cross-border transactions. Compared with cash, CBDC likely offers reduced handling costs and lower transaction fees, thus benefitting both households and businesses. To illustrate this, the cost of cash handling is estimated to be reduced by up to 0.5 percent of the GDP of the European Union. The same goes for taxation. CBDC implementation would be identical to the reduction of substantial distortionary taxes.
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terms of transmission, a central bank could directly apply monetary policy to the CBDC wallet, thus reducing the number of transmissions and increasing the effectiveness of monetary policy.\textsuperscript{36}

III.A.1.ii. Monetary Policy Effectiveness

Monetary policy could be more effective employing CBDC because of the faster transmission by adjusting the CBDC rate directly through a central bank’s wallet.\textsuperscript{37} Aside from transmission, CBDC enables a central bank to supervise economies in a real-time manner, increasing the responsiveness of a central bank in monetary policy implementation.\textsuperscript{38} With regard to the possibility of a negative policy rate, assuming the absence of cash, CBDC is able to penetrate the zero lower bound and provide a stimulus to public consumption in the event of an economic downturn.\textsuperscript{39} In terms of bureaucracy reduction, CBDC enables regulators to transfer financial aid directly to individual wallets.\textsuperscript{40}

III.A.1.iii. Increasing Financial Inclusion

Financial inclusion is one of the important factors driving CBDC development.\textsuperscript{41} The practicality of CBDC can boost financial inclusion by transforming the unbanked community into a banked one, thus empowering that community to harness financial services such as payments, transfers, savings, credit, insurance, and other vital services.\textsuperscript{42} Moreover, CBDC is considered a risk-free asset, along with lower transaction costs and better practicality, making an attractive case for CBDC conversion.\textsuperscript{43} Nevertheless, most of the benefits of financial inclusion tend to be perceived by emerging economies.\textsuperscript{44}
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III.A.1.iv. Traceability

The metaphor that data is more valuable than oil becomes relevant if we realise the potential of traceable data. Without considering permissions, CBDC allows access to real-time data on each transaction conducted. Using the Internet of things (IoT), CBDC data could be imported and used to observe current economic activities. This also creates the possibility of accurately calculating GDP in real-time. Aside from that, traceability enables central banks to respond quickly when there is an unusual occurrence, for instance, the anomaly in price levels. The same goes for Anti-Money Laundering (AML), Countering the Financing of Terrorism (CFT) and tax evasion concerns; any illicit activities could be easily detected. Essentially, traceability within CBDC enables us to conduct better data analysis, thus improving the decision-making process for regulators.

III.A.2. Weaknesses Aspect

III.A.2.i. High Investment Cost

Implementing new technology, in this case CBDC, faces the consequence of high investment costs due to infrastructure renewal. To that end, a central bank needs to develop a customer interface, front-end wallet, choose and maintain technology, supervise transactions, promote AML, and prevent CFT. Aside from that, Kiff et al. also found that the costs associated with CBDC include IT expertise for the development of user interfaces (UI)/user experiences (UX) specialists, and software developers, as well as infrastructure (cloud and server), software (licence and service fees), cyber security (threat modelling, response management, penetration test, identification, and support

---
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(helpdesk). However, this consequence is likely to be felt in the short term due to the high upfront costs of investment.53

III.A.2.ii. Privacy Protection
When traceability is implemented in CBDC, the potential for invasion of privacy is presumed. Despite the benefits that can be obtained by allowing the traceability feature, people tend to want their privacy maintained.54 During the pilot stage, Sweden is still evaluating the legal aspects of limiting the information that could be contained within CBDC.55 Similarly, Jiang & Lucero reported that China is still evaluating its privacy protection concerns, especially the reporting of fraud or misused information.56 Still, most central banks would likely disagree with allowing fully anonymous CBDC.57 For instance, during its pilot stage, China implemented managed anonymity in its CBDC, which implies that transactions would traceable if exceeding a certain huge value.58 The same goes for Russia, which sacrifices anonymity by putting a unique identifier within CBDC to track each transaction.59 Aside from the consequences of being anonymous, one argument explains that full anonymity in CBDC would have higher operational costs due to the complexity of the technology.60

III.A.2.iii. Internet Coverage Limitation
To build a feasible environment for CBDC, related infrastructure such as internet coverage, electricity, and digital ID systems should be fortified.61 Roller & Waverman emphasised that the critical mass of telecommunication
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infrastructure is important for economic activities.\textsuperscript{62} Even though a common transaction has the possibility of being conducted offline, interest-bearing CBDC implementation can only be executed online.\textsuperscript{63} Furthermore, limited internet coverage could reduce the effectiveness of monetary policy due to limited policy coverage areas.\textsuperscript{64}

\section*{III.A.2.iv. System Failure: Outages}

To this day, energy has become a vital component for almost every aspect of life, especially electrical power.\textsuperscript{65} To that end, electrical outages have a severe impact on the economy. For instance, Lerner reported that the average losses from internet outages are around 5,600 USD per minute and 300,000 USD per hour.\textsuperscript{66} Meanwhile, heavy blackouts have caused traffic jams, stagnation among users, financial transaction disturbances, and losses of up to a billion dollars.\textsuperscript{67} These calamities occur for several reasons, such as natural disasters and human error.\textsuperscript{68} In such cases, CBDCs are vulnerable to outages and become unreliable in emergencies, so backup plans are needed to maintain the reliability of CBDCs in the event of outages, such as rapid resource assignment, advance action plans, and well-prepared recovery procedures.\textsuperscript{69}

\section*{III.A.3. Opportunities Aspect}

\subsection*{III.A.3.i. Developing Technology}

As time passes, the development of financial technology keeps growing, making our lives easier.\textsuperscript{70} For instance, artificial intelligence (AI) has the potential

\begin{footnotesize}
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to improve the current workflow by learning from the existing patterns and creating efficient solutions from them.\textsuperscript{71} In terms of CBDC, AI could be utilised for asset management, banking, or another lending platforms.\textsuperscript{72} Furthermore, AI could be used in data analytics to supervise and validate portfolio risk assessments.\textsuperscript{73} Turning to ledger system innovation, blockchain is one of the DLT technologies allowing storage of any digital asset with a high level of security and transparency.\textsuperscript{74} Its immutability attributes could be implemented in CBDC to increase resiliency against cyberattack tampering.\textsuperscript{75} Aside from that, blockchain also enables CBDC to conduct seamless Delivery vs Payment transactions (Adrian, 2019).\textsuperscript{76} Thus, emerging technology can be a considerable opportunity for the development of CBDCs in the future.

III.A.3.ii. Network Effect
Technology that relies on a large number of people will naturally have a network effect.\textsuperscript{77} A network effect is an improvement in the value of goods or services as there is a critical mass in the number of participants.\textsuperscript{78} The scale of the ecosystem and transaction volume could be determined by the network effect.\textsuperscript{79} For instance, the benefits of a social network are higher depending on the number of connected people. Positive and sustainable network effects play


a remarkable role in retaining stakeholders. Similarly with CBDC, the benefits themselves will increase when there are more participants in CBDC.

III.A.3.iii. CBDC Enthusiasm
Central banks have explored and developed CBDC for its potential. Furthermore, CBDC has become the hot topic within the central banking forum and thus gained traction. In the same spirit, not only central banks but also private companies, especially fintech, are building enthusiasm for this kind of electronic payment. To that end, due to the similar motivation, it creates a possibility for collaboration between central banks and fintech companies. Not only for cost sharing, but for collaboration to broaden CBDC coverage.

III.A.3.iv. Cash Inefficiency
Due to the convenience of digital payment, most countries are experiencing a cash decline. Cash has several negative aspects to be considered, such as the risk of theft, high maintenance costs, and inefficient distribution. Furthermore, cash lacks practicality, convenience, and efficiency. The COVID-19 pandemic shined a spotlight on these problems and hastened the declining usage of cash.

---

due to its physical distancing protocols. These phenomena could become an opportunity for central banks to provide a solution through CBDC.

III.A.4. Threats Aspect

III.A.4.i. Cyber Attacks

Technology is always evolving, the risk of cyberattacks evolves in kind. In brief, a cyberattack is an attack intended to compromise the confidentiality, integrity, and availability of data through the internet. This should be concerning because CBDC contains data on transactions, identity, and other important information. According to Auer & Böhme, CBDC is vulnerable to massive Distributed Denial of Service (DDoS) attacks, which could disrupt transactions. Generally speaking, a DDoS attack deliberately renders both the network and system unavailable for an authorised user, which opens an opportunity for hackers. Adding relevance, CBDC carries public information, which becomes a feasible target for hackers. To that end, DDoS brings consequences such as payment, settlement, and clearing disruption. This impact could deepen financial instability due to the huge number of users.
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III.A.4.ii. Bank Disintermediation

In general, bank disintermediation occurs when there is a crowding-out effect on bank deposits.\textsuperscript{97} CBDC can foster bank disintermediation for several reasons. First, in the case of an interest-bearing design, CBDC offers a comparable yield but with lower risk. This is because CBDC is directly issued by the central bank, which is a lender of last resort. Second, even when not an interest-bearing design, CBDC is more convenient and practical in terms of transaction.\textsuperscript{98} Despite these reasons, this could be worse due to the fact that CBDC has near-instant settlement time, which could become a catalyst when bank disintermediation happens.\textsuperscript{99}

III.A.4.iii. Prepared Legal Framework

Following the current traction within central banks, CBDC implementation would likely implicate many legal issues.\textsuperscript{100} Specifically, this issue is related to CBDC supervision, ownership, privacy, and legitimacy.\textsuperscript{101} These issues are concerning because CBDC collects critical public information.\textsuperscript{102} For instance, China still has concerns about the law when there is information fraud or misuse of CBDC.\textsuperscript{103} In the same spirit, Sweden still needs to be the guarantor of CBDC. Furthermore, data protection should also be accommodated.\textsuperscript{104} BIS et al., espoused that central banks should highlight the legal concerns of issuance, transfer, and redemption.\textsuperscript{105} Despite these concerns, CBDC issuance should be clear, transparent, and legally legitimate.\textsuperscript{106}
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III.A.4.iv. Private Crypto-asset Competition

Following the enthusiasm for crypto-assets, private companies have tried to jump on this opportunity by developing their own cryptocurrency and Non-Fungible Token (NFT). However, this is very alarming for regulators because the legal basis of crypto-assets is not yet mature enough to govern. Moreover, the Bank for International Settlements’ Committee on Payments and Market Infrastructures (CPMI) is still alarmed because cryptocurrencies are distributed on a peer-to-peer basis and not as central bank liabilities. Moreover, anonymity within private cryptocurrency prevents central banks from monitoring money circulation, which could weaken AML/CFT. Furthermore, private cryptocurrency dominance can reduce monetary policy credibility, leading to financial instability. To that end, several countries have considered banning cryptocurrency.

III. B. Optimal CBDC Design

Based on previous analysis of the SWOT aspects of each CBDC characteristic, the most optimal CBDC design in emerging economies can be determined by calculating the scores for each characteristic vertically as in Table 3. In analysing CBDC coverage, both retail and wholesale score the same (0.5), which means that either or both can be implemented. Turning to numeration design, both interest-bearing and non-interest-bearing remuneration also achieve the same score (1), which means both are feasible. The same goes for payment systems. Account-based and token-based payment systems achieve the same score (0.5), so it would be feasible for both options. However, in terms of anonymity, this study found that the score for traceable CBDC (1.25) is higher than anonymous CBDC (1). The architecture choices should therefore be a hybrid CBDC (2.5), and the ledger system would be DLT (2). Lastly, the scope could be both domestic and cross-border (0.75).

---
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### Table 3.

**SWOT Matrix Calculation**

<table>
<thead>
<tr>
<th>CHARACTERISTICS</th>
<th>A1</th>
<th>A2</th>
<th>B1</th>
<th>B2</th>
<th>C1</th>
<th>C2</th>
<th>D1</th>
<th>D2</th>
<th>E1</th>
<th>E2</th>
<th>E3</th>
<th>F1</th>
<th>F2</th>
<th>G1</th>
<th>G2</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>S</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>S'</td>
<td>0.75</td>
<td>0.75</td>
<td>1</td>
<td>0.25</td>
<td>0.5</td>
<td>0.75</td>
<td>0.25</td>
<td>0.75</td>
<td>1</td>
<td>0.75</td>
<td>1</td>
<td>1</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
</tr>
<tr>
<td>S''</td>
<td>0.75</td>
<td>0.25</td>
<td>1</td>
<td>0.25</td>
<td>0.75</td>
<td>0.25</td>
<td>0.5</td>
<td>0.75</td>
<td>0.25</td>
<td>0.75</td>
<td>0.75</td>
<td>0.75</td>
<td>0.25</td>
<td>0.5</td>
<td>0.75</td>
</tr>
<tr>
<td>S'''</td>
<td>1</td>
<td>0</td>
<td>0.75</td>
<td>0.75</td>
<td>0.75</td>
<td>1</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
</tr>
<tr>
<td>S''''</td>
<td>0.75</td>
<td>1</td>
<td>0.75</td>
<td>0.5</td>
<td>1</td>
<td>0.75</td>
<td>0</td>
<td>1</td>
<td>0.25</td>
<td>0.75</td>
<td>0.5</td>
<td>0.5</td>
<td>0.75</td>
<td>0.5</td>
<td>0.75</td>
</tr>
<tr>
<td><strong>W</strong></td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.25</td>
<td>-1</td>
<td>-1</td>
<td>-0.25</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.25</td>
<td>-0.5</td>
<td>-0.75</td>
</tr>
<tr>
<td>W'</td>
<td>-0.75</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-1</td>
<td>-0.75</td>
<td>0</td>
<td>-0.75</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.5</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-0.75</td>
</tr>
<tr>
<td>W''</td>
<td>-1</td>
<td>-0.25</td>
<td>-1</td>
<td>-0.25</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-1</td>
</tr>
<tr>
<td>W''''</td>
<td>-0.75</td>
<td>-1</td>
<td>-1</td>
<td>-0.75</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-0.75</td>
</tr>
<tr>
<td><strong>O</strong></td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>O'</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>O''</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>O''''</td>
<td>1</td>
<td>0</td>
<td>0</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
</tr>
<tr>
<td><strong>T</strong></td>
<td>-1</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.5</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-1</td>
<td>-0.25</td>
<td>-0.5</td>
</tr>
<tr>
<td>T'</td>
<td>-0.5</td>
<td>0</td>
<td>-0.5</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-1</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.25</td>
<td>-0.5</td>
<td>-0.5</td>
</tr>
<tr>
<td>T''</td>
<td>-1</td>
<td>-1</td>
<td>-1</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.75</td>
</tr>
<tr>
<td>T''''</td>
<td>-1</td>
<td>0</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-0.75</td>
<td>-0.5</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-0.25</td>
<td>-0.5</td>
<td>-0.5</td>
<td>-0.25</td>
<td>-0.75</td>
<td>-0.25</td>
<td>-0.25</td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td>0.5</td>
<td>0.5</td>
<td>1</td>
<td>1</td>
<td>0.5</td>
<td>0.5</td>
<td>0.5</td>
<td>1</td>
<td>1.25</td>
<td>2</td>
<td>0.75</td>
<td>2.5</td>
<td>0.5</td>
<td>2</td>
<td>0.75</td>
</tr>
</tbody>
</table>

Source: Constructed by author

Notes:
- A (Coverage); A1 (Retail); A2 (Wholesale)
- B (Remuneration); B1 (Interest-bearing); B2 (Non-interest bearing)
- C (Payment system); C1 (Account-based); C2 (Token-based)
- D (Anonymity); D1 (Anonymous); D2 (Traceable)
- E (Architecture); E1 (Indirect); E2 (Direct); E3 (Hybrid)
- F (Ledger system); F1 (Centralised Ledger Technology/CLT); F2 (Decentralised Ledger Technology, DLT)
- G (Scope); G1 (Domestic); G2 (Cross-border)
- S (Payment efficiency); S' (Monetary policy effectiveness); S'' (Increasing financial inclusion); S''' (Traceability)
- W (High cost of CBDC infrastructure); W' (Privacy loss); W'' (Internet coverage limitation); W''' (System failure: outage)
- O (Growing technology); O' (Network effect); O'' (CBDC enthusiasm); O''' (Cash inefficiency)
- T (Cyberattack); T' (Bank disintermediation); T'' (Ill-prepared legal framework); T''' (Private crypto-asset competition)
In terms of the most optimal CBDC design for emerging economies, especially coverage, this study suggests implementing both retail and wholesale CBDC. By doing so, central banks could achieve two significant things, which are financial inclusion and efficient interbank transactions.\textsuperscript{112} However, in terms of implementation strategy, it would be appropriate if wholesale CBDC is developed before retail CBDC. This is because in emerging countries, internet coverage tends to be limited, inhibiting the effectiveness of retail CBDC implementation. Implementing both retail and wholesale is also the same as utilising potential coverage, thus making monetary policy more effective.\textsuperscript{113}

With regard to remuneration, the design should be both interest-bearing and non-interest bearing but applied differently for retail and wholesale CBDC. For interest-bearing remuneration, wholesale CBDC would be more appropriate. Wholesale CBDC covers interbank transactions such as wholesale payments, reserves, and interbank loans, which are suitable for interest-bearing CBDC. Meanwhile, non-interest-bearing remuneration fits retail CBDC. Non-interest-bearing remuneration allows CBDC to be implemented with offline transaction technology, which could have broader coverage, especially in remote areas.\textsuperscript{114} Nevertheless, both renumerations have the same score, which could infer that both renumerations are feasible.

Both account-based and token-based payment systems could be implemented simultaneously within the CBDC design. From the perspective of security, cyberattacks could be mitigated by applying an account-based payment system. Its multiple factor verification structure would allow CBDC to impose multiple security measures for cyberattack prevention. One example is using OTP technology. Furthermore, account-based CBDC could support AML/CFT concerns due to its account traceability.\textsuperscript{115} However, since account-based CBDC depends on internet connectivity, token-based CBDC should also be implemented. Technology in token-based CBDC allows for offline operation, which could be an alternative when outages happens.\textsuperscript{116} In the same spirit, by allowing offline transactions, CBDC can be used to conduct transactions in remote areas, which could promote financial inclusion. Furthermore, monetary policy could be more effective through broad CBDC coverage.

\textsuperscript{112} BIS, SIX Group AG, and Swiss National Bank, \textit{Project Helvetia: Settling Tokenised Assets in Central Bank Money}; Kiff \textit{et al.}, \textit{“A Survey of Research on Retail Central Bank Digital Currency.”}
\textsuperscript{113} CPMI, \textit{Central Bank Digital Currencies}.
Despite the SWOT result that traceability is an important feature for the most favourable CBDC design, traceability is important for regulators. It is inevitable that traceability could prevent illicit activities such as money laundering and terrorism financing. In terms of investment cost, traceable CBDC is cheaper than anonymous CBDC because complex encryption of CBDC is needed to build an anonymous system. Furthermore, traceable CBDC allows the central bank to extract real-time data for policymaking purposes.

With regard to the currency’s architecture, this study suggests implementing hybrid CBDC. Generally speaking, this architecture separates the roles of the central bank and third parties. In this case, the distribution and “know your client” (KYC) of CBDC are managed by third parties, while the central bank takes on a supervisory role. This scheme also allows the central bank to share its investment burden with third parties. Furthermore, it creates the possibility of having broader coverage since third parties already cover most regions. This scheme can also help avoid a single point of failure due to its distributed nature.

The ledger system should use DLT. First, it is more resilient to an outage due to the lower risk of single-point failure. Consider CBDC, where one server runs a single system. The underlying server hardware could present a single point of failure for the system’s availability. When the server has an outage, the system becomes unstable. Second, DLT allows the use of blockchain technology. Generally speaking, blockchain technology uses blocks that are chained to each other by hashes, where each block is validated through consensus, thus becoming immutable and able to withstand cyberattacks.

Lastly, given the similar score of both designs, the scope should be both domestic and cross-border. By doing so, monetary policy could be more effective since it allows CBDC to have broader coverage and support financial inclusion. With regard to the transaction costs, cross-border CBDC reduces remittance costs and improves settlement speed. Greater interoperability is


118 CPMI, _Central Bank Digital Currencies_; Mookerjee, “What If Central Banks Issued Digital Currency?”

119 Auer and Böhme, “The Technology of Retail Central Bank Digital Currency.”
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also achieved since it creates integration for a greater payment ecosystem and optimises network effects.\(^{123}\) Furthermore, implementing both domestic and cross-border CBDC is aligned with the Principles for Financial Market Infrastructures (PFMI), specific to communications procedures and standards.

IV. CONCLUDING REMARKS
Based on the analysis using the meta-SWOT method, it can be concluded that the optimal CBDC design for emerging economies is both retail and wholesale coverage, both interest-bearing and non-interest-bearing remuneration, both account-based and token-based payment systems, traceable anonymity, hybrid architecture, a DLT ledger system, and both domestic and cross-border scope.

As a self-critical caveat, this study is supported by limited empirical literature on CBDC implementation. Most central banks are still in the development stage, including Indonesia, which has only released a conceptual design for CBDC implementation, called the Digital Rupiah. Currently, the Bahamas and Eastern Caribbean are the only countries that are rolling out CBDC. To that end, it is still possible that there will be many implementations of CBDC in the future. Given the current circumstances, future scholars could extend this study by adding relevant CBDC implementations to create a more comprehensive CBDC design proposal.

The findings of this study have several policy implications, followed by recommendations. CBDC comes at a high investment cost for the central bank. For this reason, this study propose that the central bank initiate a scheme like Private Public Partnership (PPP) with private companies. Not only is it cost-saving, but having a partnership with private companies could support innovation in CBDC development. Turning to money withdrawal, CBDC has the potential to mitigate the crisis impact due to its near-instant withdrawal capability. As a prevention measure, the central bank should apply balance capacity in CBDC so it would not worsen financial stability when a crisis happens. Since this study proposes both account- and token-based CBDC are appropriate designs, people should raise their awareness about their own CBDC key access, otherwise, they will lose all of their money. One idea is to implement a low-balance CBDC wallet to prevent any further losses when neglect occurs. With regard to anonymity, this study proposes traceable CBDC.

However, the central bank should ensure legal compliance in their respective countries.

On the subject of technology, there is a possibility for outages in CBDC operation, hence, prevention measures such as a backup power plan should be concerned, otherwise, it could disrupt financial stability. Turning to the ledger system, DLT is the most viable option for CBDC design. However, due to their decentralised nature, the validators are considered third parties. Hence, the central bank must maintain its sovereignty and ensure the credibility of the validator. Last but not least, this study agrees that CBDC should inherit both domestic and cross-border scope. Implementing both would be a good sign since it would improve CBDC interoperability. However, since each country has its own policy, central banks should ensure that CBDC system integration does not weaken any nation’s sovereignty.
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