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Abstract

In 2021, Bank Indonesia launched the National Open API Payment Standard (SNAP) to facilitate interoperable data-access for Indonesia’s digital payments sector. This article examines the lessons learned from the UK’s experience in open payments to improve the regulatory and institutional framework of Indonesia’s open banking regime. This article employs a comparative legal analysis of the UK’s open banking regime and concludes that Indonesia’s open banking regime could be improved by expanding the delivery of the Open API standards enabling interoperable data access for the entire financial services sector through an outcomes-based approach. Such expansion could be facilitated by encouraging collaboration between banks and fintechs and by creating an Open Banking App Store to increase user adoption, enhance product visibility, and widen access to digital financial services for Micro, Small, and Medium Enterprises (MSMEs).
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I. INTRODUCTION

As a result of what has come to be termed the Fourth Industrial Revolution and the COVID-19 pandemic, economies across the globe are currently experiencing an unprecedented wave of digitalisation. The digital revolution has had profound implications for financial regulation, as it has dramatically transformed markets behaviour. One particularly salient example relates to how digitalisation has changed the way consumers conduct their finances. For instance, due to the months-long lockdown that occurred in Indonesia during


the pandemic, Indonesia’s Central Bank (‘BI’) reported an increase of 39.85% (year-over-year) in the value of electronic money transactions by the second quarter of 2022, as well as an increase of 38.45% (year-over-year) in the value of digital banking transactions during the same period.3

To capitalise on the rapid growth of Indonesia’s digital banking sector, the Indonesian government introduced a new regulatory framework in 2021 forming the foundation of Open Banking in Indonesia. On the auspicious occasion of Indonesia’s 76th year of independence, in 2021, BI announced the launch of an important standard to facilitate Open Banking in Indonesia: The National Open API Payment Standard (‘SNAP’).4 In essence, SNAP is a standardised application programming interface (‘API’) developed by BI to facilitate inter-application connectivity for payment transaction processing in Indonesia. The introduction of SNAP was a landmark achievement for the implementation of Open Banking in Indonesia, because prior to the establishment of SNAP there were no standardised data-sharing protocol between banks and fintechs, which greatly hindered interoperable data sharing across the financial industry.5 As a result, the creation of a national Open API standard is expected “to create integration, interconnectivity and interoperability among API operators, thus driving payment system efficiency.”6

Following the introduction of SNAP, several scholars published their ideas in scholarly journals related to the development of open banking in Indonesia. For instance, Amalia and others in their article entitled Legal Issues of Personal Data Protection and Consumer Protection in Open API Payments identified the need to further strengthen regulations related to personal data and consumer protection to ensure that the consumer’s rights are sufficiently protected when they are conducting transactions through the Open API payments system.7

Further, on the issue of data privacy, Bajrektarevic and others, in their article entitled Consumer Explicit Consent Under Indonesian Banking Regulations compared
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6 Ibid

the notion of ‘explicit consent’ in Indonesia’s SNAP regulations with Europe’s Payment Services Directive of 2017 (‘PSD2’), and found that there were gaps in Indonesia’s SNAP regulations related to data portability, re-confirmation of consent, and sensitive data protection.8 Meanwhile, Hassany and Pambekti in their article entitled *Review on the Application of Open Banking in Sharia Banking: A SWOT Analysis* found that the Islamic Banking sector can use several strategies to enhance the implementation of open banking, including by strengthening the cooperation between Sharia Banks with fintech and e-commerce platforms, and by improving their technology and security systems to ensure compliance with the standards set by regulators.9

While these articles have made important contributions to the body of literature on open banking, there has yet to be any article that has provided clear guidance for improving the overall regulatory and institutional framework of Indonesia’s Open Banking regime. This issue is critical because the efficacy of any country’s Open Banking regime depends on the effective design of its regulations and the institutional mechanisms that serve to implement and enforce those regulations in the market.10 In other words, without an effective regulatory and institutional framework, the Open Banking regime will not be able to fully realise its benefits for consumers, for the financial services industry, and for the society as a whole. This issue is especially relevant for a developing country such as Indonesia which has just embarked on its journey to establishing its Open Banking system, and which has not yet had the years of experience that some of the more mature jurisdictions have had. That is why it is important for younger jurisdictions such as Indonesia to learn from the experiences and the lessons of more advanced jurisdictions such as the UK, EU, or the US.

To bridge this gap, this article analyses the lessons learned by the UK’s experience with Open Banking to improve the regulatory and institutional framework of Indonesia’s Open Banking Regime. The primary finding of this article is that Indonesia’s Open Banking regime could be improved by expanding the delivery of the Open API standards to enable interoperable data access for the entire financial services sector through an outcomes-based approach. Furthermore, such expansion is achievable by facilitating collaboration between banks and fintechs through the appointment of a centralised coordinator to establish a forum to facilitate dialogue, as well as
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by creating an Open Banking App Store to increase user adoption, enhance product visibility, and widen access to digital financial services for micro, small, and medium enterprises (‘MSMEs’).

In terms of methodology, this article employs a comparative legal analysis because such comparative studies prove especially useful for identifying the best practices of more experienced jurisdictions and tailoring those practices to improve the legal framework of the home jurisdiction. To be sure, it is true that Indonesia and the UK have two distinct legal systems; the former having a civil law system and the latter having a common law system. However, the UK was specifically chosen as the comparator for this comparative legal analysis, due to the similarities in the approaches chosen by Indonesia and the UK in implementing their Open Banking regimes. In this regard, both Indonesia and the UK have adopted a “government-driven” approach where regulators take charge of the development, implementation, and enforcement of the Open Banking regime. This can be contrasted with other jurisdictions, including the US, for instance, who instead has adopted a “market-driven” approach, where it is the industry players who initiate, develop, and implement its Open Banking system. Therefore, the parallel approaches in Indonesia’s and the UK’s Open Banking regimes mean that such comparison are likely to yield more relevant insights, rather than a comparison between jurisdictions with different approaches, even where their general legal systems differ.

As such, following this introduction, this article is divided into five further sections as follows: First, this article provides an overview of the developing of the Open Banking system in general to contextualise the issues that the subsequent analyses seeks to address; Second, it examines the regulatory framework currently in place in Indonesia to facilitate Open Banking; Third, it looks at the regulatory framework and institutional structure of the UK’s Open Banking regime to understand how the UK has become one of the world’s leading Open Banking jurisdictions; Fourth, it identifies the insights and the lessons learned from the UK’s experiences to formulate policy recommendations to further increase the effectiveness of Indonesia’s Open Banking Regime; Finally, in the concluding remarks, summarises the way forward for Open Banking in Indonesia.

II. AN OVERVIEW OF THE DEVELOPMENT OF THE OPEN BANKING SYSTEM

The recent proliferation and growth of digital payments in Indonesia can be seen as an indication of the growing importance of fintech in Indonesia’s economy, especially in this digital era. The term ‘fintech’ itself can be understood in two ways. As an activity, fintech refers to “technology-enabled innovation that transforms financial services;” while as an entity, fintech refers to “a non-bank institution that uses advanced technologies to perform traditional banking activities.”

Fintech start-ups provide a wide array of services, and the range of services that they offer will likely continue to evolve due to the dynamic nature of technology. Currently, there are a number of fintech services that have been recognised by Indonesia’s Financial Services Authority (‘OJK’) which include digital payment services, e-money, and peer-to-peer (‘P2P’) lending.

The distinguishing features that make these fintech services so valuable to consumers, especially when compared to conventional banks, is their “increased convenience for users, increased efficiencies, [and] lower costs.” Fintechs can deliver these advantages because they are able to leverage highly advanced technologies such as artificial intelligence, blockchain, big data, and machine learning, to provide financial services that banks traditionally offer, but “in a more innovative and customer-centric fashion.”

As a result, some have referred to the fintechs’ disruption of the financial services industry as the “unbundling of a bank,” as illustrated in the widely-replicated figure below:
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16 “[S]ervices that use technology to facilitate payment transactions by transferring money, and clearing or settling balances digitally, without the use of physical money”
17 “[A] form of direct lending whereby investors make loans to individuals or businesses without the direct participation of a commercial lending institution using a digital platform that takes a percentage of the loan or a fee for its services”
18 Wolberg-Stok, “Open Banking Ecosystem and Infrastructure: Banking on Openness.”
19 “[T]he massive volume of data that is generated by the increasing use of digital tools and information systems”
20 “[A] method of designing problem-solving rules that improve automatically through experience through the use of machine learning algorithms that give computers the ability to learn without specifying all the knowledge a computer would need to perform a desired task”
However, for the fintechs to provide these services, there is one input that is absolutely essential: data. As explained by Andres Wolberg-Stok, the Head of Strategy for the CTO at Citi Bank, “to provide any sort of value to its users, fintech apps, almost by definition, must have access to the user’s financial account data. Without it, an app would not know anything about the user and would not be able to offer anything more than generic guidance or advice.” The problem, however, is that access to most consumers’ financial and transaction data is largely monopolised by conventional banks. This presents major challenges for fintechs, as banks typically refuse to share access to consumer data in their interaction with fintechs (even when the consumer requests the banks to do so), because banks often view fintechs as competitors who threaten to displace their traditional business model. Consequently, consumers’ data are locked away in the banks’ proverbial ‘walled gardens’ far from the reach of fintechs who need this data to create and deploy their breakthrough innovations.

26 Wolberg-Stok, “Open Banking Ecosystem and Infrastructure: Banking on Openness.”, 17
27 Sahbaz, “Forming a Cohesive Fintech Agenda for the G20.”
To address this informational asymmetry, numerous advanced economies have started to adopt a ground-breaking data-access regime called ‘Open Banking.’ Essentially, Open Banking refers to “the sharing of customer data by banks with other parties with the permission of customers.” In countries with established Open Banking regimes, consumers are able to request their banks share their financial data with a specified third-party (usually a fintech), and the banks are obliged to allow these third-parties access to the relevant data held by the bank. Open Banking has transformed the financial services industry in many developed economies because “by breaking open the data silos of traditional banks, open banking regimes allow fintechs and other innovators to access customer data, including transaction data, and use these data to develop new products and services that are better suited to the needs of consumers.” It is then expected that the Open Banking movement can accelerate the digitalisation of the financial industry towards a true electronic market, and will over time evolve to a system of ‘Open Finance,’ where all financial service providers have interoperable access to data, so that no ‘walled gardens’ exist and data becomes democratised.

Interestingly, the inception of Open Banking in some pioneering jurisdictions were not initiated by the financial services authorities or banking regulators, but rather by their counterparts in the competition agency. Specifically, in the UK, the impetus for Open Banking originated from a market investigation conducted by the UK’s Competition and Markets Authority (‘CMA’) on the UK’s retail banking sector. In their report, the CMA concluded that “older and larger banks do not have to compete hard enough for customers’ business, and smaller and newer banks find it difficult to grow. This means that many people are paying more than they should and are not benefiting from new services.” To tackle these issues, the CMA introduced a remedies package which included a requirement for the nine
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33 Francesco De Pascalis, “The Journey to Open Finance: Learning from the Open Banking Movement,” European business law review 33, no. 3 (2022).


largest banks in the UK to work with the UK government to develop, fund and implement Open Banking standards by early 2018. The Open Banking remedy is expected to “significantly increase competition between [sic.] banks, by […] paving the way to the development of new business models offering innovative services to customers.”

Ever since then, the success of the UK’s Open Banking regime has had a ‘butterfly effect’ on the rest of the globe, with several other jurisdictions including Australia, Canada and Brazil modelling their own Open Banking framework on the UK’s example.

Open Banking may also have immense potential for Indonesia, as the world’s fourth largest nation is on the precipice of becoming one of Asia’s largest digital economy due to its rising Internet penetration rate and the resulting growth of its digital consumer base. The Indonesian government’s emphasis on developing a supportive regulatory framework has also enabled exponential growth of the country’s fintech industry, as there are currently over 270 active fintechs in Indonesia. However, if we were to look at the bigger picture, there is still much work to be done, especially since Indonesia has one of the world’s largest unbanked and underbanked populations, where “over 18% the adult population in Indonesia is unbanked and 50% are underbanked.”

Thus, an effective Open Banking regime could be a key driver to unlocking the full potential of Indonesia’s digital finance service markets by promoting competition, fostering innovation in the financial services sector, increasing financial inclusion, and democratising finance for the population.
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43 Martin Cooper, “How Open Banking is Democratising Finance,” ITNow 63, no. 3 (2021).
III. INDONESIA’S REGULATORY FRAMEWORK FOR OPEN BANKING: A FOCUS ON OPEN API PAYMENTS

As a country taking a government-driven approach, Indonesia’s first steps in implementing its Open Banking regime aptly began through BI’s initiative. Recognising the importance of Indonesia’s rapidly growing digital economy and the importance of data as a key resource to competitiveness in the digital era, BI published the Indonesia Payment Systems Blueprint 2025 (‘2025 Blueprint’) in 2019, where it outlined its vision for the development of Open Banking in Indonesia.44 To achieve this, BI stated that Indonesia’s Open Banking regime will be implemented through an ‘Open API’ standardisation process for the payments sector (including data, technical, security, and governance standards), to facilitate the exchange of consumers’ financial data and enable interlinks between banks and fintech.45 Prior to the 2025 Blueprint, most API collaborations were based on the ‘Partner APIs’ model where the APIs “are open to selected partners based on bilateral agreements.”46 Consequently, there was limited interconnectivity among the different industry players. However, the introduction of the Open API collaboration model meant that there would be a common API standard used across the financial services industry, which will be accessible by anyone who is registered in the system. This breakthrough is expected to be one of the key drivers enabling greater interconnectivity and interoperability for data access between banks and fintechs in Indonesia.

The 2025 Blueprint also provides the policy context of its proposed Open API Standards, which will guide the implementation of the policy framework. In this regard, there are three aspects of the policy context which are noteworthy. First, it is clear that BI intends for Indonesia’s Open Banking regime to implement a data-access system based on the principle of ‘data reciprocity.’47 This means that fintechs can request access to data held by banks but must also share their own data with banks if they so request. The rationale behind this principle is “to maintain the level playing field between banks and fintech, prevent monopoly risk, and widen the opportunity for inclusiveness from the acquisition of more extensive granular data.”48 Second, a key policy objective for Indonesia’s
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45 Bank Indonesia, Indonesia Payment Systems Blueprint 2025 BI: Navigating the National Payment Systems in Digital Era, 3.
48 Bank Indonesia, Indonesia Payment Systems Blueprint 2025 BI: Navigating the National Payment Systems in Digital Era, 23.
Open Banking regime is to increase financial inclusion by widening access to digital financial services to the over 62 million unbanked MSMEs in Indonesia. To realise this, BI notes that the development of the Open API Standards will be “directed at standardizing the opening of payment data for use cases of MSME loan disbursement based on customer approval.”\(^{49}\) Third, while an over-arching goal of Open Banking is to promote competitiveness, it is interesting to note that BI emphasises the importance of cooperation and collaboration between banks and fintechs, rather than pure market competition. For instance, the 2025 Blueprint explains how “Fintech is placed as a bank’s learning partner in adopting technological innovation. Meanwhile, fintech needs banks to assist its operations.”\(^{50}\)

To realise its vision for Open API Standards, in 2021 BI launched Indonesia’s national standard for Open API for payment transactions, SNAP. In this regard, to foster the spirit of collaboration and to increase the rate of adoption in the industry, SNAP was developed by BI in consultation with industry associations such as the Association of Indonesian Private Commercial Banks (PERBANAS), the Indonesia Payment System Association (ASPI) and the Indonesia Fintech Association (AFTECH).\(^{51}\) Following the launch of SNAP, BI also issued an implementing regulation through Regulation of the Board of Governors of Bank Indonesia No. 23/15/PADG/2021 on the Implementation of the National Standards for Open Application Programming Interface in Payments (the ‘SNAP Regulation’). Promulgation of the SNAP Regulation was an important milestone for implementing Open Banking in Indonesia, as it provided a regulation to operationalise the principles, objectives, and standards envisaged in the 2025 Blueprint.

Based on the SNAP Regulation, there are three main objectives of the SNAP framework:
1. To create a payments system industry that is competitive and innovative;
2. To drive integration, interconnectivity, interoperability, security, and robustness of the payments system infrastructure; and
3. To encourage healthy and efficient market practices in the payments system industry.\(^{52}\)

To achieve these objectives, SNAP will standardise four main aspects of the Open API interface: 1) interconnectivity and interoperability; 2) information system security standards; 3) good governance; and 4) risk management.\(^{53}\)

\(^{49}\) Ibid.
\(^{50}\) Ibid, 26.
\(^{51}\) Bank Indonesia, “Bank Indonesia Launches National Open API Payment Standard and Sandbox Trials of QRIS and Thai QR Payment Interconnectivity.”
\(^{52}\) SNAP Regulation, Art. 2(1)
\(^{53}\) Ibid, Art. 3(1)
These four core aspects are further elucidated in two documents, the SNAP Technical Standards and the SNAP Governance Guidelines. The SNAP Technical Standards contains the technical, security and data specifications, and covers standards relating to, among other information, “communication protocols, types of API architecture, data structures and format, authentication, authorisation and encryption methods, API access governance requirements, as well as data structures request and data structures response.” Meanwhile, the SNAP Governance Guidelines provides guidance on the governance aspects relating to “consumer protection, data protection, prudential requirements for service providers and service users, and contracts among users and providers of API services.”

In conjunction with the SNAP Regulation, BI has also launched the ‘SNAP Developer Site,’ where the SNAP Technical Standards are published and updated. The SNAP Developer Site is publicly accessible to Open Payment API Service Providers (‘Service Providers’), and Open Payment API Service Users (‘Service Users’), who have completed the registration process. Once they have completed the registration process, the Service Providers and Service Users can then begin to test their Open API Payment apps through the verification process to ensure their apps comply with the SNAP Technical Standards and to certify that their apps have passed functionality tests. Service Providers and Service Users who have successfully completed the verification process will then be listed in the ‘Publication Directory,’ which is a published list of parties whose apps comply with the SNAP Technical Standards and who are deemed as trustworthy to participate in the Open API ecosystem. Parties who are listed in the Publication Directory are then able to exchange consumer data and to execute payment transactions using the SNAP Open API framework.

To protect the consumers’ private data, the SNAP Regulation provides detailed requirements for the consent process in accessing consumer data. First
and foremost, the SNAP Regulation explicitly states that Service Providers and Service Users must obtain consumers’ consent before they can access their data when processing payment transactions and that such access must be based on the consumers’ request.\textsuperscript{64} The SNAP Regulation further elaborates that the process for obtaining the consumers’ consent shall be conducted by verifying the identity and the access rights of the party who is requesting access to the data.\textsuperscript{65} The process for obtaining the consumers’ consent must be carried out every time the Service Providers and Service Users access the consumers’ data.\textsuperscript{66} Alternatively, Service Providers and Service Users can also obtain the consumers’ consent one time when processing the consumers’ first transaction, and such consent can be retained for a limited duration or until the consumer revokes their consent.\textsuperscript{67} Finally, Service Providers must halt the processing of the payment transaction and/or the data access if there is a failure in the verification of the consumer’s identity or validating their access rights.\textsuperscript{68}

One interesting feature in the SNAP Regulation relating to the consumer’s personal data protection is that the enforcement mechanism and the allocation of liability for breaches of personal data is mandated through a standardised contractual relationship. Specifically, the SNAP Regulation stipulates that Service Providers must enter into a contract with Service Users based on the standard-form contracts provided in the SNAP Governance Guidelines.\textsuperscript{69} This standard contract regulates various matters including, but not limited to, “the mechanism for accessing personal data, level of disclosure of personal data, and allocation of liability among the parties, costs, and indemnification.”\textsuperscript{70} It is fascinating that in other jurisdictions, such as the EU or UK, there is no need for the API providers to sign a contract with the API users to regulate the enforcement mechanism for the consumer data protection, because there are already comprehensive data protection laws in place to regulate the liabilities and penalties for non-compliance. Amalia and others in their article entitled \textit{Legal Issues of Personal Data Protection and Consumer Protection in Open API Payments} describe the rationale behind why the SNAP Regulation utilises a contract-based enforcement mechanism as follows:\textsuperscript{71}

\begin{footnotesize}
\begin{enumerate}
\item \textit{Ibid}, Art. 15(2)
\item \textit{Ibid}, Art. 15(3)
\item \textit{Ibid}, Art. 15(4)(a)
\item \textit{Ibid}, Art. 15(4)(b)
\item \textit{Ibid}, Art. 15(5)
\item \textit{Ibid}, Art. 14(2)(b)
\item Amalia et al., “Legal Issues of Personal Data Protection and Consumer Protection in Open API Payments”, 341.
\item \textit{Ibid}.
\end{enumerate}
\end{footnotesize}
[...] in Indonesia, without contractual obligations between PJPs (Payment Service Operators) and other non-PJP parties, PJPs will find it difficult to allocate liability for breaches of personal data protections according to the needs of the parties. Therefore, contracts between API providers and API users, including non-PJP API users or other parties who cooperate with PJPs, are necessary. Such contracts are a coercive tool for non-PJP API users and parties who cooperate with PJPs to fulfil the principles of personal data protection and consumer protection.

It is important to emphasise, however, that this contractual enforcement mechanism is limited to the data protection aspect. Institutionally, the SNAP ecosystem will be initially managed by BI. However, BI has the authority to establish a Self-Regulatory Organisation (“SRO”) to manage the payments system in Indonesia. Once such SRO has been established, BI may work together with the SRO to manage the SNAP ecosystem, including coordination of the registration and verification process. Indeed, Indonesia’s government-driven approach is evident from the range of authority that the SNAP Regulation reserves for BI as the central bank of Indonesia in managing the SNAP ecosystem. These authorities include:

1. Regulating the policies for the management of the SNAP Developer Site;
2. Regulating the policies for the implementation of the verification process and providing recommendation related to the implementation of SNAP;
3. Regulating policies for the implementation of the evaluation and updates of SNAP;
4. Regulating policies for the publication of SNAP; and
5. Assigning certain tasks and responsibilities to the SRO in managing SNAP, which include assigning to the SRO to perform all or a part of SNAP’S management.

Furthermore, the SNAP Regulation grants authority to BI to request the Service Providers, Service Users, and any other parties to submit their transaction data and any other data within their possession regarding the Open API Payments system. Finally, the SNAP Regulation confers BI with...
oversight and enforcement powers to ensure that the Service Providers, Service Users, and their partners comply with the regulations related to payments systems, payment service providers, and the implementation of the Open API Payments system. Failure to comply with these regulations may result in the imposition of administrative sanctions by BI in the form of: 1) a written warning; 2) temporary, partial or complete suspension of activities; 3) license revocation, and (4) in some cases even administrative fines. Such wide-ranging authorities and powers demonstrate the extent to which Indonesia relies on the government-driven approach to Open Banking, with the regulator clearly in charge of the implementation as well as the enforcement of the Open API ecosystem.

IV. THE UK’S REGULATORY AND INSTITUTIONAL FRAMEWORK FOR OPEN BANKING: A COMPREHENSIVE APPROACH

Arguably, the UK currently has one of the most developed and advanced Open Banking systems in the world, as it was one of the first countries to launch an Open API framework for live access in early 2018. Consequently, the relative success of the UK’s Open Banking has influenced the development of Open Banking in other jurisdictions such as Australia, Canada, Brazil, and Singapore, as they model their own regimes on the UK’s system. Hence, for countries such as Indonesia that have just recently started implementing Open Banking, there are valuable lessons to be learnt from examining the regulatory framework and institutional mechanisms that have allowed the UK to become one of the world’s leading Open Banking jurisdictions.

Unlike many other countries, the initiative for Open Banking in the UK was not led by regulators in the financial services industry, but rather by its competition law agency, namely the CMA. The UK’s regulatory journey into Open Banking began in 2014 when the CMA commenced an extensive market investigation into the British retail banking sector. The CMA possesses a unique enforcement power to conduct market investigations, which is an enforcement tool that is not commonly available to competition agencies in other countries. The CMA conducts market investigations in industries exhibiting structural characteristics that could lead to unhealthy competition.
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81 Ibid., Art. 30.
82 Ibid., Art. 31(1).
83 Ibid., Art. 31(2).
and adverse effects on consumers, in order to design specific remedies to target the root causes.\textsuperscript{86} This is different from direct enforcement of specific anticompetitive conduct, which often only addresses the consequences (such as collusion or abuse of dominant position), but not the root causes of the problem (such as oligopolistic market structures).

The CMA completed their retail banking market investigation in 2016. In their final report, the CMA found that there was a lack of competition in the retail banking market due to, among other factors, the high market concentration in the industry.\textsuperscript{87} Specifically, the CMA found that “the four largest banks in [the UK] account for over 70\% of main PCAs and collectively have lost less than 5\% market share since 2005.”\textsuperscript{88} At the same time, potential competitors faced high barriers to entry and expansion, resulting from the high “capital requirements, costs of funds for lending and information asymmetries between banks.”\textsuperscript{89} Since the largest banks faced little competitive pressure to retain their customers, and enjoyed market power over their existing consumer base, they were able to charge higher prices, especially to customers who have been with them for longer.\textsuperscript{90}

Adrian Basso and others, in their article entitled \textit{Recent Developments at the CMA: 2017–2018}, estimated that the supra-competitive prices charged by incumbent banks had led consumers in the UK to suffer individual losses of up to £90 per year, amounting to millions of pounds in aggregate.\textsuperscript{91} Moreover, despite such supra-competitive prices, the rate of switching was very low, only 8\% of retail customers switched to a different bank between 2014-2016 (compared to more than 30\% in the energy sector).\textsuperscript{92} Thus, it was clear that the UK’s retail banking market suffered from serious competitive issues.

In response, the CMA took decisive action by imposing a comprehensive remedies package designed to improve competition and promote innovation in the British retail banking industry. The CMA’s remedies package was aimed at achieving two core objectives, increasing customer switching rate by making it easier for customers to switch banks and decreasing the potential competitors’ barriers to entry by facilitating market access.\textsuperscript{93} Realising the importance of data access as one of the key drivers to achieve these goals, the CMA mandated

\begin{itemize}
\item \textsuperscript{87} CMA, \textit{Retail Banking Market Investigation - Final Report.}, para. 139.
\item \textsuperscript{88} \textit{Ibid}, para. 46.
\item \textsuperscript{89} \textit{Ibid}, para. 126.
\item \textsuperscript{90} \textit{Ibid}, para. 51.
\item \textsuperscript{92} CMA, \textit{Retail Banking Market Investigation - Final Report.}, paras. 65-66.
\item \textsuperscript{93} Borgogno and Colangelo, “Data, Innovation and Competition in Finance: The Case of the Access to Account Rule.”, 594.
\end{itemize}
the retail banking industry to adopt an Open Banking regime as one of its core remedies. Specifically, the CMA required the nine largest banks in Great Britain and Northern Ireland (‘CMA9’)

94 to “adopt and maintain common API standards through which they will share data with other providers and with third party service providers.”

95

To implement these measures, the CMA enacted the Retail Banking Market Investigation Order (the ‘RBMI Order’) in 2017.96 The RBMI Order is legally binding upon banks, as the CMA possess the authority to seek court orders, injunctions, and fines for non-compliance.97 Through the RBMI Order, the CMA9 were obliged to establish and fund an Open Banking Implementation Entity (‘OBIE’) as a central standards body entrusted with coordinating the adoption of the Open API standards for the entire retail banking industry.98

The RBMI Order also established an Implementation Trustee to oversee the OBIE’s delivery of Open Banking to the market. The Implementation Trustee was responsible for, among others, establishing the appropriate governance structures, providing an implementation roadmap for delivery, gathering feedback from industry stakeholders, and facilitating market collaboration.99

In order to streamline OBIE’s costs for developing the technical capabilities to support the delivery of the Open API standards, the CMA9 created a not-for-profit company called Open Banking Limited (‘OBL’). Interestingly, OBL performs a number of functions which are similar to BI’s role in enabling the technical rollout of SNAP in Indonesia. For example, OBL provides a Developer Portal offering a “sandbox environment for firms to test and learn against API standards,”100 which is functionally quite similar to BI’s SNAP Developer Site. Furthermore, OBL provides a ‘Directory’ of regulated actors in its Trust Framework, which enables “the bank to check the regulated permissions of the fintechs (also known as third-party providers, or TPPs) to make it easier for firms to securely connect with other regulated actors in the ecosystem.”101 Likewise, in terms of function, OBL’s Directory is very similar to BI’s Publication Directory, as they both provide a list of trusted parties to enable secure data access under their respective Open API frameworks.

OBIE’s most important achievement to date is the successful launch of its Open API standards in 2018. This was significant because, prior to the

94 Barclays, HSBC, Lloyds, Nationwide, RBS, Santander, Allied Irish Bank, Bank of Ireland, and Danske.
95 CMA, Retail Banking Market Investigation - Final Report., 441.
97 Basso et al., “Recent Developments at the CMA: 2017–2018.”, 632
98 CMA, The Retail Banking Market Investigation Order 2017., Art. 10
99 Ibid, Schedule 1
101 Ibid.
rollout of OBIE’s Open API standards, there had been no common industry standard allowing interoperable data access among the myriad different banks and fintechs in the UK. Indeed, at the time, the UK had already transposed the EU’s PSD2\(^{102}\) into domestic legislation\(^{103}\) which obliges all Payment Service Providers (“PSP”) (e.g., banks) to allow Third Party Providers (“TPP”) (e.g., fintechs) to access payment accounts data with the required authorisations. However, the fundamental problems with the PSD2 framework were that it did not specify any standard interface or require banks to conform to a common industry standard, both of which are necessary for the market to connect at scale. Consequently, this problem led to major obstacles for implementation of the PSD2 regulation:\(^{104}\)

This left the market theoretically “open,” but not accessible due to the thousands of costly bespoke interface builds fintechs would be required to do in order to access their customers’ information locked inside the banks’ tech stacks. The myriad of technical specifications, but no standards, failed to make the market interoperable and would have pushed fintechs out of the market due to the overwhelming cost of having to build literally thousands of unique interfaces in order to connect with even a fraction of the banks in the market.

OBIE’s Open API standards solves this fundamental problem by providing a common set of API standards that allow for seamless and interoperable data access at scale. The table below illustrates the difference in scope between the UK’s RBMI Order and the EU’s PSD2:

<table>
<thead>
<tr>
<th>Table 1. Comparison between RBMI Order and EU PSD2</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>UK: RBMI Order</strong></td>
</tr>
<tr>
<td>Parties: Nine of the largest UK banks (CMA9)</td>
</tr>
<tr>
<td>Products: Demand deposit accounts (personal and business accounts)</td>
</tr>
<tr>
<td>Function: Open Data (all bank products and services)</td>
</tr>
<tr>
<td>Delivery: Common Open API Standards</td>
</tr>
<tr>
<td><strong>EU: PSD2</strong></td>
</tr>
<tr>
<td>Parties: All firms in the EU</td>
</tr>
<tr>
<td>Products: Personal payments (e.g., credit cards, debit cards); Corporate payments; other types of payments</td>
</tr>
<tr>
<td>Function: Access to account (XS2A)</td>
</tr>
<tr>
<td>Delivery: Regulatory Technical Standards (RTS)</td>
</tr>
</tbody>
</table>

Indeed, OBIE’s Open API standards has had a significant and far-reaching impact across the UK’s financial services industry. For instance, the OBIE

\(^{102}\) EU Directive on Payment Services in the Internal Market ((EU) 2015/2366) (“PSD2”).

\(^{103}\) UK Payment Services Regulations 2017 (SI 2017/752).

\(^{104}\) Littlejohn, Boskovich, and Prior, “United Kingdom: The Butterfly Effect.”, 191.
reported that within three years since their Open API standards went live, “over 330 regulated providers, made up of over 230 third party service providers and more than 90 payment account service providers (PSPs), who together account for over 95% of current accounts, used the ecosystem.”\textsuperscript{105} Moreover, the implementation of OBIE’s Open API standards has also encouraged greater cooperation between banks and fintechs in offering new products and services for customers, as banks have begun to recognise Open Banking as an avenue that provides opportunities for growth, rather than as an existential threat. Most importantly, OBIE’s Open API standards has managed to achieve CMA’s primary objective of lowering barriers to entry and increasing competition, as evidenced by the fact that the UK currently has seven ‘unicorn’ fintechs with valuations of over 1 billion dollars.\textsuperscript{106}

V. LESSONS LEARNED FROM THE UK’S EXPERIENCES FOR IMPROVING INDONESIA’S OPEN BANKING ECOSYSTEM

Having examined the regulatory and institutional framework of Indonesia’s and the UK’s Open Banking regime, it is possible for us to identify some of the lessons learned from this analysis. Specifically, there are four key insights that could be taken from the UK’s experience to improve the implementation of Open Banking in Indonesia. It goes without saying that these lessons are not exhaustive, in that there may be other insights which could be taken from analysing the UK’s Open Banking regime. However, these are some of the key takeaways from which to enhance the competitiveness of Indonesia’s financial services industry through increased competition and innovation.

First, it is important that Indonesia ensure that its Open API and Open Banking ecosystem is available not just for payments services, but for all banking and financial services. Under the current framework, the SNAP ecosystem is only available to facilitate interconnectivity and interoperability for data access between banks and fintechs in the payments system pipeline. Although this has significantly contributed to the growth of fintechs in Indonesia’s digital payments sector, there are dozens of other fintechs operating in sectors such as crowdfunding, financing, P2P lending, reg-tech, robo-advising, and insur-tech, that are not yet able to benefit from SNAP’s Open API data access. It could thus be argued that Indonesia has not yet fully implemented an ‘Open Banking’


\textsuperscript{106} Borgogno and Colangelo, “Data, Innovation and Competition in Finance: The Case of the Access to Account Rule.”, 595.
regime, but rather an ‘Open Payments’ regime. This stands in contrast with the UK’s fully Open Banking regime, as its Open API ecosystem facilitates data sharing not only for digital payment services, but also other consumer services such as bank account aggregators, debt advice, investment tools, mortgages, micro savings, financial safeguarding, and credit file enhancement. Furthermore, the UK’s ecosystem now supports business services such as accountancy and tax, debt management, cash identity verification and SME financial management. Hence, the most important lesson to be taken from the UK’s experience in this regard, is for BI to start considering how it can expand beyond payments its Open API framework into other banking and financial services.

Second, Indonesia could consider incorporating a more outcomes-based approach rather than a prescriptive approach in expanding its Open API framework beyond the payments sector. Generally, government-driven jurisdictions such as Indonesia and UK consider two approaches for the delivery of Open Banking in their respective countries. On the one hand, governments can opt for a prescriptive approach where regulator impose very specific and detailed requirements for every facet of the ecosystem (including the technical aspects) for the industry participants to comply with. On the other hand, governments can apply an outcomes-based or high-level approach where regulators only mandate certain goals or objectives to be achieved which are general in nature, but leave the technical design choices to the industry. Indeed, each approach comes with its respective trade-offs; a prescriptive approach offers more consistency and conformity at the expense of flexibility and creativity, while an outcome-based approach allows for more flexibility in implementation but may entail greater costs and coordination.

Currently, it is clear from Indonesia’s regulatory and institutional framework that it is leaning quite heavily on the prescriptive approach, as almost all regulatory, governance, and technical aspects of SNAP are centrally imposed and enforced by BI. However, if and when Indonesia eventually decides to expand its Open API framework to cover the entire banking and financial services sector, it may be worth BI’s consideration to adopt a more outcomes-based approach, similar to that favoured by the UK for the delivery of its Open Banking project. The UK’s outcome-based approach is evident from the approach put forward in the RBMI Order, where the CMA had set a specific goal for the CMA9 to meet, but commented little on the technical design choices, other than that the API must be standardised and must also conform

with PSD2. In this regard, Gavin Littlejohn, Ghela Boskovich, and Richard Prior in their book chapter entitled *United Kingdom: The Butterfly Effect* provides a compelling explanation as to why the outcome-based approach proved to be determinative in ensuring the UK’s success in implementing its Open Banking ecosystem:109

The outcomes-based approach of the Order was of critical importance in the years ahead, where several times stakeholders did not agree on the approach, or where projects plans, or technical choices had to be revised. This approach, rather than a highly prescriptive order, has been one of the most important contributions to the success of Open Banking in the United Kingdom. Parties were encouraged to align incentives and develop standards to which all actors were subject and— most importantly— able to meet.

Third, Indonesia can encourage cooperation among industry participants by having a centralised coordinator to gather feedback and facilitate dialogue. As stipulated in the 2025 Blueprint, one of BI’s main visions for Open Banking in Indonesia is to create an ecosystem where banks and fintechs cooperate and collaborate to strengthen the overall competitiveness of the financial services industry. An important lesson from the UK’s experience is to nurture such cooperation is to assign an institution which will be responsible for providing a forum where the industry participants can meet regularly in order to provide feedback on the implementation of the project. Indeed, such feedback and dialogue are necessary to enable the successful implementation of the UK’s outcome-based approach to Open Banking. Specifically, this role was undertaken by the Implementation Trustee, with a specific mandate by the RBMI Order to carry out the following functions:110

a) consider the views of a wide range of stakeholders including Fintechs, banks/building societies, consumer and SME groups, price-comparison websites, credit reference agencies, regulators and other interested third parties;

b) to ensure transparency of decision making via an ‘open forum’ for the debate and discussion of the implementation options by technically qualified participant stakeholders;

Having a centralised coordinator organise this ‘open forum’ for industry participants may encourage collaboration between banks and fintechs, as

---

it facilitates regular dialogue between the banks and the fintechs, likely to promote a more collaborative relationship between the industry participants in the future. Furthermore, this forum may also act as an instrument for risk mitigation as it allows “all parties to provide feedback into potential risks in each stage of delivery, and as a forum for designing and collectively agreeing to the mitigants that would best reduce those risks. Rather than being told what to do, all parties in the market were able to contribute, making for a more orchestrated approach that could scale.”\footnote{Littlejohn, Boskovich, and Prior, “United Kingdom: The Butterfly Effect.”, 191.} In Indonesia’s context, this role can either be undertaken by BI, who currently has also proactively gathered feedback from the industry through its consultation papers, or alternatively BI can also assign this responsibility to an SRO, given that the SNAP Regulation provides BI with the authority to establish such entity in order to assist BI in managing the SNAP ecosystem.\footnote{SNAP Regulation, Art. 1(10).} Whatever the means, encouraging cooperation between banks and fintechs will be a key factor that will significantly contribute to the success of Open Banking in Indonesia.

Finally, Indonesia may consider creating an Open Banking App Store in order to increase user adoption and widen access of digital financial services to MSMEs. The success of an Open Banking ecosystem is to a large extent predicated on the level of user adoption. The reason for this is simple: the more consumers actively use the Open Banking ecosystem, the more data that will be available in the ecosystem, the more innovation that can be generated from this data, which leads to better products and services, which in turn makes the ecosystem more attractive to future users. However, as with any other digital ecosystem, the largest barrier to user adoption is the information costs and friction that is often associated with effectively utilising such complex systems. In this regard, the UK’s OBIE has devised a brilliant solution to reduce such information costs and friction, by creating an Open Banking App store where users can search for the relevant registered service provider, and more importantly, to compare the offerings of the registered service provider. As quoted from OBIE’s App Store website:\footnote{Open Banking Limited, “Open Banking App Store.”}

The Open Banking App Store is designed to help consumers and businesses have greater access to suitable financial products that will help them weather the COVID-19 crisis. Using Open Banking technology, consumers and small businesses can connect their bank accounts with authorised third parties safely and securely, helping them better manage their finances. Consumers and businesses can compare products and services and find the best Open Banking solutions for them.
Creating such an App Store is a creative and cost-effective way for BI to achieve another key policy objectives for its Open Banking regime, to increase financial inclusion in Indonesia by widening access of digital financial services to MSMEs. By creating an Open Banking App Store, it will make it easier for consumers and MSMEs to find the right digital financial services. This in turn will also have positive effects for the banks and fintechs as it will greatly enhance the visibility of their products, which may also contribute to increased user acquisition.

VI. CONCLUDING REMARKS
Delivering a well-functioning and effective Open Banking ecosystem is a tremendous feat. When Bill Roberts, the CMA’s Head of Open Banking, was asked in an interview about his thoughts on the CMA’s delivery of its Open Banking regime, he gave a surprising answer, “we are planting a forest, not boiling a kettle.” Indeed, that same philosophy can be seen in BI’s efforts in developing an Open Banking regime in Indonesia. The first seedlings were planted in 2019 through BI’s 2025 Blueprint, which set out its vision, objectives, and a roadmap for Indonesia’s Open Banking project. In essence, the 2025 Blueprint provided a strong foundation from which the rest of the regime has been developed. Then in 2021, those seedlings manifested into a tangible ecosystem as BI successfully launched its Open API standards through the issuance of the SNAP Regulation. The SNAP Regulation was an important milestone for the development of an Open API-based data access regime, as it provided a common API standard for the payments system sector which covered four key aspects: 1) interconnectivity and interoperability; 2) information system security standards; 3) good governance; and 4) risk management. These standards were then operationalised through the issuance of the SNAP Technical Standards and the SNAP Governance Standards. Finally, BI developed the SNAP Developer Site to ensure that the registered providers fully comply with the requirements set out in the SNAP Regulation, as well as the Publication Directory to enable secure data access among verified service providers. The fact that BI was able to implement this ecosystem in the span of just three years is commendable.

As we look to the future and the immense potential that Indonesia’s digital economy possesses, we can learn from the experiences of one of the world’s most successful Open Banking ecosystems to ensure that potential becomes reality. We have examined the UK’s regulatory journey into Open Banking,

which started with the CMA’s retail banking market investigation in 2016 up to the issuance of the RBMI Order in 2017 which led to the establishment of two key institutions, the OBIE, and the Implementation Trustee. While the delivery of the UK’s Open Banking is not without its challenges, “it remains the primary example of what good ecosystem orchestration looks like and is still relied upon to inform other Open Banking and Open Finance regimes across the globe.” From this, there are four key lessons which can be learnt to further improve the delivery of Open Banking in Indonesia:

1) Expansion of the delivery of the Open API standards to enable interoperable data access for the entire banking and financial services sector;
2) Integration of an outcome-based approach when expanding the Open API standards beyond the payments sector;
3) Encouragement of collaboration between banks and fintechs by appointing a centralised coordinator to establish a forum to facilitate dialogue and to collect feedback; and
4) Creation of an Open Banking App Store to increase user adoption, enhance product visibility and widen access to digital financial services for MSMEs.

While there may be many more lessons which could be learned from the UK’s Open Banking regime, these four key insights may help enhance the competitiveness of Indonesia’s financial services sector for the benefit of the consumers, banks, fintechs, and the Indonesian people.
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